Chapter 1 - US intelligence accountability

In the last decade, the canon of research on intelligence accountability has grown steadily.¹ Scholars have expanded our understanding of intelligence accountability systems (in particular in former communist states and developing countries)² and considered accountability in the light of new contextual developments such as the Global War on Terrorism³ as well as sharpened critiques of well-established accountability systems.⁴ This chapter relies on this literature to develop a conceptual framework in order to better understand and qualify how intelligence accountability functions in the United States. Three approaches to intelligence accountability are explored. They focus on the institutions of accountability, the standards of accountability and the application of these standards through the accountability process. The institutional approach is the most descriptive and focuses on the authority and capacity of intelligence accountability holders. When answering the question ‘accountable to whom?’, this approach provides an introduction to the bureaucracy of intelligence accountability in the US. In the US, a variety of stakeholders and processes contribute to what can be characterised as one of the most developed systems of intelligence accountability in the world. The second approach examines the essence of democratic intelligence accountability: the relationship between liberal democratic values (civil liberties, human rights, transparency, and the rule of law) and national security. This relationship is considered openly as a trade-off which constantly varies from one situation to another. In turn, this analytical lens helps assessing the quality of intelligence accountability at a certain point in time. In the optimal situation, accountability holders are able to safeguard or even improve both national security and liberal democratic values. Finally, accountability is presented as a process that is divided in three phases: the occurrence of a problem, reactions
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and responses from accountability holders, and specific outcomes. This approach provides a useful framework to explore how accountability works in specific situations. This angle also allows a dynamic synthesis of the two first approaches developed in the chapter and underpins the central argument that is developed throughout the thesis.

The institution(s) of intelligence accountability

At its most basic level, accountability supposes a relationship between an accountability holder and an accountability holdee. This relationship is characterised by the delegation of authority from the principal to the agent, which subsequently bears responsibilities. At the core of the accountability interaction, the holdee has a formal or informal obligation to explain and justify his/her conduct to the holder, who can access relevant information and pass judgments based on particular standards, so that the holdee may face consequences and may have to provide some answers, be redirected or even imposed some sanctions. This understanding of accountability allows for a broad approach that fits well with this thesis project. Mark Bovens highlights a multitude of accountability mechanisms depending on the nature of the actors involved, the type of activity that is concerned, or the type of obligation imposed upon the agent. Accountability can, for example, focus on bureaucratic, legal, political, professional, individual or collective, corporate, hierarchical, financial, procedural aspects. According to Edward Weber, the significance given to one type of accountability over another varies over time - which points to the importance of specifying the context in which accountability relationships take place. In practice, there are many types of accountability that are not democratic, such as professional accountability or peer review, and can restrain power effectively. In the realm of national security intelligence, accountability can be understood as a set of relationships between multiple intelligence accountability holders and intelligence services providers. In the context of a democracy, intelligence

8 Ibid, p.461.
11 Bovens, ‘Analysing and Assessing Accountability’, pp. 450-2; Wetzling, ‘The Democratic Control of Intergovernmental Intelligence Cooperation’. Intelligence accountability holdees are typically related to one or
accountability consists of a set of relationships in which power-wielders and their intelligence agencies are accountable to broad public and their representatives.

A typology of democratic intelligence accountability holders

In modern democracies, accountability relations rely on a formal or informal constitution that arranges a delegation of sovereignty from the people to the institutions of government (the executive, legislative and judicial branches). The relationship between the people and their government is diluted into a set of institutional relations. Each institution checks and balances the others’ powers and, when doing so, acts both as an accountability holder and holdee. Logically, most studies of intelligence accountability have focused on this institutional system of checks and balances, and its organisation across the three branches of government. In addition, since these institutions are accountable to the people, who delegated sovereignty to them, the role of wider society or citizens, private organisations and media as an accountability holder is crucial.

The literature on intelligence accountability uses various terms to refer to the work of intelligence accountability holders and the constraints they put on intelligence producers and consumers. According to Peter Gill and Mark Phythian, this semantic diversity reflects the contest for influence and access to knowledge within the intelligence bureaucracy.
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one sits, to distinguish between different accountability holders, their specific approach to and motivation for intelligence accountability. This is a good starting point because it emphasises how different actors give different meanings to accountability. For example, a former staff member of the President’s Foreign Intelligence Advisory Board points out that the executive branch is typically more concerned with the performance of the intelligence community (IC). Given the existence of lexical discrepancies in the literature, the terminology adopted in this thesis needs to be clarified. The use of a specific typology should not overshadow the fact that, in practice, the terms and mechanisms of intelligence accountability overlap to some degree. In this thesis, democratic intelligence accountability is divided into the following categories: executive control, legislative oversight, judicial review, and societal scrutiny. This typology deliberately leaves the question of the responsibility of intelligence services beyond their national sphere of legitimacy or international intelligence accountability aside. Security intelligence and democracy both find their essence in the nation. Even though they cooperate extensively at the international level, intelligence agencies remain national agencies. In addition, democracy is essentially based on the state and the expression of its citizens’ preferences.

Executive control

The executive branch is traditionally organised in a hierarchical fashion which gives senior officials varying degrees of control over their employees’ activities. In this control function, senior executive officials benefit from a unique position in order to set ‘the conditions that lead to the achievement of agreed standards of performance’. They manage and direct their organisation on a daily basis and use their authority to make sure procedures are followed by their accountability holders. Control is mostly administrative at the internal level when it
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16 On the origins of this aphorism, see: Rufus E. Miles, ‘The Origin and Meaning of Miles’ Law’, Public Administration Review 38/5 (1978) pp. 399-403. For more on this type of argument, see: Graham Allison and Philip Zelikow, Essence of Decision. Explaining the Cuban Missile Crisis (New York: Longman 1999) pp. 143-244.
17 Former Senior Intelligence Official C, interview with author, 26 July 2011, Washington DC.
19 See: Born and Leigh, Making Intelligence Accountable, passim.
takes the form of directives and instructions within a specific agency or a specific programme.\textsuperscript{23} It is more political at the external level when senior decision-makers define strategies.\textsuperscript{24} In all these cases, the term adequately describes the role of the executive branch of government as having a principal responsibility for giving direction and providing day-to-day supervision to the US intelligence community. Senior executive officials task, prioritise, make resources available, and ensure the proper execution of national security policies.\textsuperscript{25} In some cases, the accountability activities of some offices within the executive branch are better described in terms of independent control to reflect the accountability holder’s position. This is particularly the case of Offices of Inspector General that are formally part of the executive branch but do not carry out a hierarchical control of intelligence activities.

\textit{Legislative oversight}

In most modern democracies special legislative committees contribute to the direction taken by the national security policy and carefully watch the implementation of this policy into programmes that are carried out by the intelligence agencies.\textsuperscript{26} The term oversight fits well the position of the legislature which looks over the shoulder of the executive branch to assess its policies, their implementation, and when deemed necessary oppose them. In other words, congressional oversight refers to the accountability relation that exists between the Congress, intelligence agencies and their political masters. The position of the Congress is important because, in theory, the independence of the legislative branch makes it a more reliable accountability holder than the executive branch. However, the position of the legislature as an outsider limits its knowledge and its hold on intelligence activities. In addition, political divergences and limited resources can undermine congressional oversight. In this sense, Hans Born, Loch Johnson and Ian Leigh argue that oversight is looser than control.\textsuperscript{27}

\textit{Judicial review and societal scrutiny/support}

\textsuperscript{25} Hans Born, ‘Parliamentary and External Oversight of Intelligence Services’, in Born and Caparini (eds), Democratic Control of Intelligence Services, pp. 167-8.
\textsuperscript{26} This approach is based on: Lowenthal, Intelligence. From Secrets to Policy, p.192; Gill and Phythian, Intelligence in an Insecure World, p.151; Born, ‘Parliamentary and External Oversight of Intelligence Services’, p.167; DCAF intelligence Working Group, ‘Intelligence Practice and Democratic Oversight’, pp. 47-8.
\textsuperscript{27} Born, Johnson, and Leigh, Who’s Watching the Spies?, pp. 6, 226.
Judicial review refers to the process under which the Judiciary appraises governmental actions. Executive and legislative actions are subject to review by the Judiciary (the courts), which can invalidate decisions and impose sanctions. The courts carrying out this review are crucial in supporting the separation of powers and individual liberties. This type of accountability relationship invariably refers to legality and the application of constitutional standards that differ from one country to another. In most Western countries, specific courts and procedures apply to the judicial review of intelligence activities. In turn, judicial review differs from executive control and legislative oversight because it does not involve steering power. Yet the courts can get involved before intelligence activities take place. Frederick Manget, a former Central Intelligence Agency (CIA) lawyer, points out that in the US the courts interact with the intelligence community on a more informal level before agencies take action, in order to assess their potential legality.\(^\text{28}\) In turn, judicial review depends on the laws that are passed by the legislature, the regulations that are enacted by the executive branch, and the ability and willingness of key individuals to invoke them.

‘Scrutiny’ usually refers to the critical examination of a phenomenon. Although it also refers to specific mechanisms of judicial review in the US, in this thesis the expression is mostly used in the context of societal scrutiny.\(^\text{29}\) The term fits well the supportive role society (individuals, private organisations, and media) plays in democratic systems of intelligence accountability. In modern democracies, individual citizens can directly hold their representatives to account through elections. In practice though, the outcome of free elections is rarely (if ever) defined by intelligence affairs. In addition, public interest groups and media can hold intelligence consumers and producers to account through the mobilisation of public opinion. Compared to the three branches of government, society lacks the power to impose sanctions. In fact, for most institutional mechanisms of intelligence accountability, citizens, private organisations and media are only able to step in and provide crucial support to other intelligence accountability holders.\(^\text{30}\)

**US intelligence accountability holders: balancing powers and responsibilities**

\(^{28}\) Manget, ‘Intelligence and the Rise of Judicial Intervention’, p.43.


Accountability and the origins of the US democracy

The US system of intelligence accountability follows directly from the specific organisation of democratic accountability in this state. In the US political system, the separation of powers and the limits put on the federal government have generated a highly elaborate system of democratic accountability. The case of the US is particularly worth considering because of the strong and wide influence the US Constitution and the Federalist Papers have had on the formation of other liberal democracies around the world. At the origin of the US Republic resides the Declaration of Independence (1776) which holds ‘Governments are instituted among Men, deriving their just powers from the consent of the governed’. The question of how to provide a balanced representation of individuals’ will was at the core of the debates preceding the birth of the American Constitution of 1787. The Founding Fathers of the US feared that republicanism, which advocates that the public thing is the thing of the people, and democracy, or the government of the people, by the people, for the people, would give birth to a new despotism. In the very heterogeneous American society, basing democracy on individual autonomies could threaten the harmony of the society and the achievement of representativeness. In essay ten of the Federalist Papers, James Madison recognised that political freedom inevitability creates factions and the necessity to attempt to control their effects. The Framers of the US Constitution strived to find mechanisms to balance democracy and to limit the tyranny of the particular interests on the system of representation. The resolution of this dilemma between pluralism and representation through a system of checks and balances forms the basis of the American political system. This system relies on an institutional balance that is achieved thanks to the ‘disaggregation of

democracy’. The Founding Fathers separated powers to weaken the government and prevent sacrificing ‘the public good to the private greed of small ruling groups’. Thomas Jefferson explained this separation when describing the Constitution of the Commonwealth of Virginia:

The powers of government should be so divided and balanced among several bodies of magistracy, as that no one could transcend their legal limits without being effectually checked and restrained by others. For this reason ... the legislative, executive and judiciary departments should be separate and distinct, so that no person should exercise the powers of more than one of them at the same time.

In Philadelphia, during the Federal Convention (1786-7), the Framers agreed to separate powers horizontally and vertically. Horizontally, they separated the judicial, executive and legislative powers. Each branch of the government would have different competencies and authorities such as the congressional power of the purse, or the application of the rule of law by the courts. Vertically, the federal state was to serve general purposes, while federate states would tackle local problems. Eventually, power was dispersed so that each organ detained a fragment of it and would struggle to defend this parcel against other organs’ impingement. This system, aimed to prevent a single institution holding an ‘unchallenged position of dominance in all aspects of the conduct of public affairs’. According to Richard Neustadt’s famous characterisation, in the American system of government, separated institutions share powers.

In practice, private organisations (interests groups, corporations, labour unions and so on) came to be considered as a part of this American system of check and balances. From the early days of the American Republic onwards, political thinkers regularly emphasised the

41 US Constitution, Article 1, Section 7, Clause 1. On the rule of Law and the defense of the superiority of the US constitution by the judiciary, see: US Supreme Court, Marbury v. Madison, 5 U.S. (1 Cranch) 137, 1803.
42 This division was the result of debates between the Federalists and the Anti-Federalists. For more on the origins, evolution and legacies of Anti-Federalism, see: Saul Cornell, *Anti-Federalism and the Dissenting Tradition in America, 1788-1828* (Chapel Hill, NC: University of North Carolina Press 1999).
abundance of organised interests characterising the American political culture. In turn, by leaving space for diversity and pluralism to flourish, the Framers made sure that no unique coalition would withhold a monopoly of political power. Plurality, or the concurrence of interests, was deemed to be the guarantor of liberties. That is why, in this system, the promotion of interests by organised groups pursuing public or private ends is considered as legitimate as long as transparency exists. The thesis therefore considers both the role of the three branches of government and wider society as intelligence accountability holders.

*The executive branch*

The executive branch rests on the legitimacy granted by a democratically elected President to control intelligence services. In the US, the President has traditionally held a crucial role in the formation and the execution national security. However, most executive powers are constrained by or shared with Congress. Yet the executive branch bears the primary responsibility for the scope and conduct of intelligence activities. At the highest level, the President issues Executive Orders. One of the most important orders in the realm of national security intelligence is Executive Order 12333 which determines ‘Goals, Direction, Duties and Responsibilities With Respect to the National Intelligence Effort’, ‘the Conduct of Intelligence Activities’, and provides other ‘General Provisions’. In addition, the President nominates political appointees, such as the Secretary of Defense, the Director of National Intelligence (DNI), and the Director of the CIA, who set agendas reflecting his/her national security preferences. At this senior level, the nomination of political appointees is confirmed by the Senate. The President can also require specific inquiries when convinced that internal investigations will not be sufficient. This was the case, for example, of the US
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52 Lowenthal, *Intelligence From Secrets to Policy*, p.207.

Presidential Commission on CIA Activities within the United States, which was set up by President Ford in 1975 and is often referred to as the ‘Rockefeller Commission’.\textsuperscript{54}

When carrying out his responsibilities, the President is helped by a series of institutions within the Executive Office of the President. The National Security Council (NSC) supports the President in two crucial domains: policy planning, and coordinating and monitoring operations.\textsuperscript{55} The President’s Intelligence Advisory Board (PIAB) offers expert advice to the President on intelligence matters, but, formally, it has no line authority.\textsuperscript{56} Within the PIAB, the Intelligence Oversight Board (IOB) ‘oversees the Intelligence Community’s compliance with the Constitution and all applicable laws, Executive Orders, and Presidential Directives’.\textsuperscript{57} The Office of Management and Budget (OMB) helps the President allocating national resources in order to implement his/her political agenda. Within the OMB, a specific office is dedicated to national security programmes.\textsuperscript{58} Two of the OMB’s most important tasks are the formulation and execution of the US budget, and the oversight of government agencies’ performance.\textsuperscript{59}

At a lower level, the bureaucracy ensures the implementation of policies. Executive control primarily occurs through day-to-day management and administrative accountability in each intelligence agency for all types of intelligence activity (collection, analysis, dissemination, counter-intelligence etc.). This control rests on a set of internal guidelines and procedures specific to each agency.\textsuperscript{60} In the Department of Defense (DOD), for example, an Assistant to the Secretary of Defense is responsible for intelligence oversight (ATSD(IO)).\textsuperscript{61} When violations occur, intelligence officers must ‘identify, investigate, and report violations

\textsuperscript{54} Nelson A. Rockefeller et al., Commission on CIA Activities within the United States, Report to the President, 6 June 1975, <http://archive.org/stream/reporttopresiden01unit#page/n9/mode/2up> (accessed 12 May 2012). For more on the role of some of these Presidential commissions, see: Glen Hastedt, ‘Foreign Policy by Commission: Reforming the Intelligence Community’, \textit{Intelligence and National Security} 22/4 (2007) pp. 443-72.

\textsuperscript{55} Jordan et al., \textit{American National Security}, p.81.

\textsuperscript{56} Ibid, p.165. For the most recent changes, see: George W. Bush, Executive Order13462, President’s Intelligence Advisory Board and Intelligence Oversight Board, 29 February 2008.


\textsuperscript{60} For a description of the procedures applying to the Department of Defense, see: George B. Lotz, ‘The United States Department of Defense Intelligence Oversight programme: Balancing National Security and Constitutional Rights’, in Born and Caparini (eds), \textit{Democratic Control of Intelligence Services}, pp. 119-23.

through their chain of command, to the ATSD (IO). In addition, the Undersecretary of Defense for Acquisition, Technology and Logistics is responsible for all DOD acquisition efforts including intelligence-related programmes. Within each intelligence agency, an Inspector General (IG) acts as an independent mechanism of control producing reports and investigations on how policies are implemented. These reports are typically intended for the head of the agency or department and are periodically transmitted to Congress. Each agency also has a General Counsel who works with the Department of Justice (DOJ) to ensure the legality of the actions conducted by its employees.

Overall, executive branch officials benefit from a positional authority associated with their role in the implementation of intelligence policies and budget. Accordingly, they enjoy direct access to relevant information (agencies premises, employees and data). Furthermore, senior executive officials are regular consumers of intelligence products. The feedback they provide to intelligence producers can also be considered as a form of control that guides and, when necessary, redirects them. Moreover, the executive branch maintains control over other institutions’ access to information. Intelligence agencies can withhold or deny the information that provides the basis for any accountability relationship. However, in practice no single individual has complete knowledge of all the programmes and operations carried out by the IC. This is mainly due to the size of the community and the limited amount of time that is available to decision-makers. Within each agency, specific offices decide people’s access to information when they supervise declassification, and accept or reject

68 See for example: Johnson, ‘Accountability and America’s Secret Foreign Policy’, pp. 113-4.
Freedom of Information Act (FOIA) requests.\textsuperscript{70} In turn, each government decision to declassify some material can be considered as a delayed transparency measure. Overall, the executive branch provides the factual basis, or transparency, necessary to democratic accountability.\textsuperscript{71} In addition, intelligence agencies vet and train their employees. When doing so, they are able to shape their own organisational culture by prioritising and instigating particular values. Interestingly, the executive branch also vets congressional staffs and lawyers when they have a need to know classified information. Security vetting gives the executive branch an edge over the legislative and the judicial branches.\textsuperscript{72} In the worst cases, this positional advantage can allow the executive branch to hide inefficiencies or improprieties, or ignore congressional guidance.\textsuperscript{73} Considering all these advantages, the executive branch has a great responsibility towards its citizens. Nevertheless, when carrying out all these tasks, executive powers are subjected to relatively well-defined procedures and judicial review. In practice, inter-institutional tensions stemming from intricate institutional interdependencies appear regularly. These tensions are a sign of the democratic vitality of intelligence accountability in the US.

\textbf{Congress}

The US Congress has a broad oversight mandate echoing its democratic legitimacy. It benefits from a wide range of powers in order to hold the executive branch and its intelligence services to account. At the most general level, the Congress has the power to legislate on intelligence matters in particular regarding mandates, methods and structure.\textsuperscript{74} The legal framework provided by Congress plays a crucial role in delimiting clearly the capabilities of the IC. Most notably, Congress passed the National Security Act of 1947 that laid the foundation of the modern US national security apparatus.\textsuperscript{75} The congressional power

\textsuperscript{70} In the case of the CIA, the Information and Privacy Coordinator is in charge of dealing with FOIA requests and the CIA Declassification Center is in charge of declassification. Central Intelligence Agency, ‘Freedom of Information Act’, <http://www.foia.cia.gov/> (accessed 12 May 2012).

\textsuperscript{71} Frederick A.O. Schwarz, JR, ‘The Church Committee and a New Era of Intelligence Oversight’, \textit{Intelligence and National Security} 22/2 (2007) p.276; Born and Leigh, \textit{Making Intelligence Accountable}, p.82.


\textsuperscript{74} Lowenthal, \textit{Intelligence From Secrets to Policy}, p.33.

\textsuperscript{75} US Congress, Pub. Law 80-253, National Security Act of 1947, 80\textsuperscript{th} Congress, 1\textsuperscript{st} sess., 26 July 1947.
to legislate in other areas also provides it with some leverage over the executive branch. For example, Congress can use a strategy of logrolling, that is to say, withhold action in other areas to lever government compliance on intelligence matters.\(^{76}\) In addition, as the representative of the taxpayers, Congress authorises (approves programmes and activities) and appropriates (allocates specific amounts of money to authorised programmes) funds for the intelligence budget.\(^{77}\) The National Intelligence Program (NIP) is overseen by the House and Senate intelligence committees, while the Military Intelligence Program (MIP) is overseen by the two armed services committees and the House Permanent Select Intelligence Committee.\(^{78}\) The congressional power of the purse is clearly enshrined in the American Constitution and constitutes one of its most significant instruments of guidance and oversight.\(^{79}\) In this context, Congress can set personnel ceilings, define the structure and orientation of key programmes, and oversee their execution.\(^{80}\) In exceptional circumstances, Congress can authorise the establishment of a commission of enquiry. For example, Congress established the 1998 Commission to Assess the Ballistic Missile Threat to the United States;\(^{81}\) and the National Commission on Terrorist Attacks Upon the United States (often called the 9/11 Commission) was jointly established by the Congress and the President.\(^{82}\)

When carrying its oversight functions, Congress relies on a pool of expertise provided by its staffers, investigative bodies such as the Government Accountability Office (GAO), the Congressional Research Service (CRS), and the Congressional Budget Office (CBO), and wider society. Congressional oversight is organised along committee lines. By restraining intelligence oversight to the work of a few committees, Congress acknowledges the need for secrecy and maintains democratic accountability. Since the 1970s, two committees are dedicated to the oversight of intelligence activities: the House Permanent Select Intelligence Committee (HPSCI), and the Senate Select Intelligence Committee (SSCI). These committees investigate allegations of wrongdoing and abuse, the performance of the
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\(^{77}\) US Code, Title 50, Section 414, Funding of the Intelligence Services (2012); US Code, Title 50, Section 415, Notice to Congress of certain transfers of defense articles and defense services (2012).


\(^{79}\) US Constitution, Article 1, Section 9.


intelligence community or any other matter of interest. In order to carry out this task, they benefit from subpoena powers which give them full access to any piece of information deemed relevant to the course of their function. This access to information is crucial to clarify facts and carry out effective oversight. In addition to the two intelligence committees, more than a dozen other committees has jurisdiction over national security matters. This multiplicity of committees generates tension and diffuses power within the legislature.

Congressional committees levy reporting requirements to the executive branch. These requirements vary in scope, frequency and formality. They are cost-free for the Congress but put a significant burden on intelligence agencies. The Senate has the power to confirm or reject nominations of senior intelligence officials, which makes it partly responsible for these officials' policies. Furthermore, Congressional leaders receive prior notification of covert actions. Although these representatives cannot formally veto covert actions, they can use notifications as a lever against the executive branch (threatening to disclose information or using logrolling strategies). In case of major scandal, representatives can use a procedure of impeachment to vote the President out of office. Congress came close to this situation during the Watergate scandal (1972-1974), which culminated in the resignation of President Nixon.

Since the 1980s Congress has become a major consumer of intelligence. Marvin Ott points out that Congress has had increasing access to intelligence assessments, reports, briefings and testimony following the establishment of the two intelligence committees and the passage of the Intelligence Oversight Act of 1980. This position raises interesting questions about congressional objectivity as a consumer and overseer of intelligence. In addition, Congress lies at the forefront of the American political life which grants it a capacity to focus public attention. This central position generates high expectations in terms
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84 US Code, Title 50, Section 413, General Congressional Oversight Provisions (2012).


86 Lowenthal, *Intelligence From Secrets to Policy*, p.201.

87 Shulsky, *Silent Warfare*, p.145. Shulsky argues that prior notification may be assimilated to a veto in situations of extreme opposition.

88 This scandal emerged when a group of individuals connected to the committee for the re-election of President Nixon caught attempting to break into and then wiretapped the Democratic National Committee headquarters. The involvement of White House officials in the scandal and Nixon’s attempt to cover it up, pushed him to resign.

89 Andrew, *For the President’s Eyes Only*, pp. 395-6.

90 Ott, ‘Partisanship and the Decline of Intelligence Oversight’, p.75.
of responsibilities. Given its unique position and its strong democratic legitimacy, Congress carries the responsibility to explain national security to wider society and make it as transparent as possible. For example, Congress publishes reports or holds public hearings. This capacity to investigate and disseminate information can foster some other congressional actions or simply act as a mechanism of reputational accountability embarrassing the executive branch. Occasionally, congressional investigations impact more clearly on the balance of powers within the government. The investigations carried out by the United States Senate Select Committee to Study Governmental Operations with Respect to Intelligence Activities in 1975 (also called Church Committee) shed light on a series of abuses of civil liberties committed by the FBI and the CIA in the early Cold War, and paved the way for the institutionalisation of the congressional oversight of intelligence in the US. Since then, Congress has provided the keystone of democratic intelligence accountability in the US.

All these powers place Congress at the centre of the US system of intelligence accountability. However, representatives have lacked time to devote to oversight, and personal expertise on intelligence matters. They rely on limited human resources. For example, in 2007, the SSCI was supported by some 45 staff members who were supposed to help oversee some 16 intelligence agencies and a budget of $43.5 billion. Furthermore, Congress is limited by its dependence on the executive branch. The legislative branch can only reliably hold the executive branch to account if it is able and willing to exert control as well as be overseen. The IC has tended to consider representatives as outsiders. In practice, congressional access to intelligence remains more limited than that of senior executive officials. A congressional expert has argued that they ‘are better positioned to assess the quality of the Community’s intelligence more accurately’. Ultimately, Congress

91 Born and Leigh, Making Intelligence Accountable, p.94.
92 US Senate, Select Committee to Study Governmental Operations with Respect to Intelligence Activities, Book II, Intelligence Activities and the Rights of Americans, 94th Congress, 2nd sess., 26 April 1976.
is accountable to the American people both for its oversight activities and the use it makes of intelligence product.99

The Judiciary

The judicial branch is the guardian of the Constitution and the legal system. As a result, it is sporadically involved in intelligence matters.100 The Judiciary guarantees the rights of individual litigants against abusive governmental actions and adjudicates their disputes with the government.101 In other words, the courts play a vital role in the reconciliation of individual liberty and national security, of individual rights and the acquisition of information that is essential for the safeguard of the nation.102 The judicial branch distinguishes itself from the other institutions of government by its strong reliance on the standard of legality. At the highest level, the standard is the US Constitution of 1787. For example, the Supreme Court has made a series of seminal decisions interpreting the ‘unreasonable search and seizure’ clause of the Fourth Amendment to the US Constitution.103 At the lower levels, other Federal Courts review the intelligence measures emanating from the executive and legislative branches in the light of the rule of law and the constitutional order.104 When so doing, the courts rely on a weighty body of laws and regulations. In 2007, for example, the Office of the Director of National Intelligence (ODNI) released a 700-pages legal reference book for the IC.105 The extent of this legal regime allows the courts to review intelligence matters in multiple areas such as classification, espionage convictions, surveillance and civil liberties, and human rights. Yet, the Judiciary remains dependent on the scope of the laws acted by Congress and the regulations granted by the executive branch.

When interpreting and applying this body of law, the Judiciary sometimes act as an arbiter of statutory powers between the executive and legislative branches. In practice, the courts have traditionally been deferential to the executive branch.106 Furthermore, the Judiciary access information to the extent the executive branch grants it honest and complete

99 For a similar argument, see: Fred Schreier, ‘The Need for Efficient and Legitimate Intelligence’, in Born and Caparini (eds), Democratic Control of Intelligence Services, p.41.
102 Issacharoff, ‘Political Safeguards in Democracies at War’, p.212.
105 Office of the Director of National Intelligence, Office of General Counsel, Intelligence Community Legal Reference Book (Washington DC: ODNI 2007).
access to relevant information. Notably, judges and lawyers need to be vetted to access classified information. In some cases, courts can act *a priori*. For instance, the executive branch can submit informal requests for clarification (when it anticipates later problems), or formal requests for surveillance warrants concerning suspected foreign intelligence agents inside the US.\(^{107}\) Such requests are sent to the Foreign Intelligence Surveillance Court (FISC). In the aftermath of the Watergate scandal and revelations of warrantless wiretapping of the personal communications of US citizens, Congress passed the Foreign Intelligence Surveillance Act (FISA) of 1978. This act established the FISC and granted it ‘jurisdiction to hear applications for and grant orders approving electronic surveillance anywhere within the United States’.\(^{108}\) The surveillance requests submitted to this court must target a ‘foreign power’ or ‘the agent of a foreign power’.\(^{109}\) Overall, despite some limits, the Judiciary’s ability to oppose Executive and Legislative decisions and to defend individual rights, make it an essential part of the US system of intelligence accountability.

**Society**

In the US political system, wider society in the form of US citizens, think tanks, academia, interest groups, companies and media play a key role in holding decision-makers and senior intelligence officials accountable. There are various ways society can contribute to intelligence accountability. Citizens regularly hold their representatives in the executive and legislative branches to account through elections. However, intelligence affairs scarcely appear to have determined the outcome of presidential and congressional elections in the US. If anything, there seems to be an electoral disconnection.\(^{110}\) At the margins, democratic elections act as a deterrent which force policy-makers to maintain a minimum level of public consent with their policies. Furthermore, shifts in public opinion may impact more subtly on intelligence accountability, for example, by persuading key representatives to take a more critical stance towards some specific intelligence activities. Media and interest groups are essential in facilitating relations of accountability in the US. They educate and mobilise public opinion, convey shifts in preferences and boost reputational accountability. For example, the Government Accountability Project (a public interest group based in Washington DC) was recently able to mobilise public opinion, and put pressure on the Obama administration to support the case of a former intelligence officer, Thomas Drake,
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\(^{107}\) Born and Leigh, ‘Democratic Accountability of Intelligence Services’, p.15.  
\(^{108}\) US Code, Title 50, Section 1803, Designation of Judges (2012).  
\(^{109}\) Ibid, Section 1804, Application for Court Orders, and Section 1823, Application for Order (2012).  
\(^{110}\) Zegart and Quinn, ‘Congressional Intelligence Oversight’, pp. 760-4.
who was suspected of leaking classified documents about waste and mismanagement at the National Security Agency (NSA) to the press.\textsuperscript{111} The interest group organised petitions (including to Congress)\textsuperscript{112} and provided substantial legal advice and assistance to Drake during the pendency of his criminal case.\textsuperscript{113} It also filed a whistleblowing reprisal complaint on behalf of him with the Department of Defense Inspector General.\textsuperscript{114}

Commercial companies can refuse to cooperate with the IC as well. This was the case of some telecommunication companies who reportedly refused to take part in a warrantless wiretap programme carried out by the administration of George W. Bush in the aftermath of the 9/11 attacks.\textsuperscript{115} Apparently, the legal risks of getting involved in the programme outweighed other rationales for cooperating with the government.\textsuperscript{116} Other types of companies, media outlets, exert a more indirect form of scrutiny. Thanks to their capacity to reach the US electorate, newspapers such as the \textit{Washington Post} and the \textit{New York Times} have often triggered public pressure on the government by revealing abuses.\textsuperscript{117} An obvious example is Seymour Hersh’s reporting of CIA’s operations against American anti-war activists that appeared on the front page of the \textit{New York Times} on 22 December 1974.\textsuperscript{118} In the long run, regular reporting of national security affairs fosters public awareness of intelligence issues.\textsuperscript{119}

Despite remarkable achievements in this area, societal scrutiny of intelligence activities remains limited. Societal actors often lack institutional assets and authorities to


\textsuperscript{113} Judge Richard D. Bennett accepted an \textit{amicus curiae} brief field by GAP on behalf of Mr. Drake. The brief can be accessed on: Federation of American Scientists, <http://www.fas.org/sgp/jud/drake/032911-amicus.pdf> (accessed 1 September 2011).

\textsuperscript{114} Jesselyn Radack (GAP), e-mail correspondence with author, 31 August 2011.


\textsuperscript{119} See for example the work of Walter Pincus at the \textit{Washington Post} and James Risen at the \textit{New York Times}. 32
exert immediate and systematic effect on intelligence policies and activities. In addition, public interest groups rely on existing institutional mechanisms of accountability. Some groups may decide to directly litigate against the government or provide support to citizens pursuing litigations against the government. These tactics are particularly adversarial and therefore often deployed in the last resort. For example, the American Civil Liberties Union (ACLU) successfully litigated under the Freedom of Information Act to gather and publicise a series of government documents on rendition, detention and interrogation during the presidency of George W. Bush. When litigating, interest groups directly oppose government policies and challenge its position regarding the trade-off between national security and liberal democratic values. However their reliance on an institutionalised system that is notably deferential to the executive branch limits their room to manoeuvre.

Media reporting can also be imbalanced, sensationalist and sometimes even inaccurate. This can be related to the media’s reliance on confidential governmental sources and the veil of secrecy that shrouds intelligence activities. In some cases, the government has considered that media reporting unduly damaged national security, for example, when information on the IC’s ability to tap into bin Laden’s satellite phone was published in news media. However, in this case, the government’s claim has been weakened by evidence that this information was made public well before American news outlets released this information. The unauthorised disclosure of thousands of US diplomatic cables by WikiLeaks is another case in point. Such leaks of information are problematic since, as Richard Aldrich points out, ‘for accountability to be embraced by practitioners, the intelligence services must believe that it makes them more effective’. That is why Aldrich considers that this type of public scrutiny is confined to a reactive whistleblowing role or a role of ‘regulation by revelation’. Overall, society depends on members of the US
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120 Marina Caparini, ‘Controlling and Overseeing Intelligence Services in Democratic States’, in Born and Caparini (eds), Democratic Control of Intelligence Services, pp. 23-4.
122 For more on this, see: Van Puyvelde, ‘Intelligence Accountability and the role of public interest groups in the US’, p.152.
123 For a similar point, see: Lowenthal, Intelligence. From Secrets to Policy, p.216.
government when trying to access information. As a result, its role is often limited by information security constraints.\textsuperscript{128} For example, journalists have delayed the publication of information that could threaten the lives of agents or the success of an operation.\textsuperscript{129} In some cases, organisations decide to release information later in order to follow a specific agenda. Apparently, this has been the strategy followed by WikiLeaks when it threatened to release information before doing so.\textsuperscript{130} Furthermore, when relying on leaks of information coming from the executive branch, society takes the risk to rely on a biased source, such as a disgruntled employee. In turn, though this external and unofficial means of scrutiny fosters participative democracy, it is not free from bias. The role all of these intelligence accountability holders play in the US system of intelligence accountability is summarised in table 1 (below).

\textsuperscript{128} Kibbe, ‘Congressional Oversight of Intelligence’, p.25.
### Figure 1 – US intelligence accountability holders (2001-2009)

#### Executive Control
- Executive Office of the President
  - President’s Intelligence Advisory Board (PIAB)
  - Office of Management and Budget (OMB)
  - National Security council (NSC)

#### Department of Defense
- Under-Secretary for Intelligence
- Office of Inspector General; Office of General Counsel
- Intelligence agencies (NSA, NRO, NGA, DIA, Army, Navy, Air Force) and their Office of Inspector General

#### Department of Justice
- Office of Inspector General; Office of Legal Counsel
- Federal Bureau of Investigation (FBI)
- Drug Enforcement Administration (DEA)

#### Department of State
- Office of Inspector General; Office of the Legal Adviser
- Bureau of Intelligence and Research

#### Executive Office of the Director of National Intelligence
- Office of Inspector General; Office of General Counsel
- Civil Liberties Protection Officer

#### Office of Government Ethics

#### Office of Personnel Management

#### Internal Revenue Service

#### Congressional Oversight
- House of Representatives
  - Appropriations Committee
  - Armed Services Committee
  - Budget Committee
  - Energy and Commerce Committee
  - Government Reform committee
  - International Relations Committee
  - Judiciary Committee
  - Select Committee on Homeland Security
  - Permanent Select Committee on Intelligence

#### Senate
- Appropriations Committee
- Armed Services Committee
- Budget Committee
- Energy and Natural Resources Committee
- Foreign Relations Committee
- Governmental Affairs Committee
- Judiciary Committee
- Select Committee on Intelligence

#### Supporting Institutions
- Congressional Budget Office (CBO)
- Congressional Research Service (CRS)
- Government Accountability Office (GAO)

#### Judicial Review
- Supreme Court
- US Courts of Appeal & Foreign Intelligence Surveillance Court of Review

#### Societal Scrutiny
- Society
  - Citizens
  - Experts
  - Interest groups
  - Commercial companies

#### Media
The essence of intelligence accountability in a democracy

The trade-off between national security and liberal democratic values is the most crucial element of the conceptual framework presented in this chapter. Intelligence services play a vital role in informing and implementing policy-makers’ preferences in the domain of national security. National security can be defined as the possibility for inhabitants of a state to live in the absence of internal and external threat to the quality of their life and values. Threats to national security can therefore usually be understood as threats to the life and values of citizens and to their system of government. In practice, national security coexists with various other values. Bernard Brodie points out that security is a derivative value, that is to say, a value that takes its meaning in the promotion of other values worth securing. In this view, security is a means rather than an end. In a democracy, national security supports a political system - established through the apparatus of government - that the nation considers worth living in and defending.

The US system of government is characterised by an adherence to the liberal democratic values that are enshrined in the Constitution. These values are understood broadly as civil liberties including freedom of speech, assembly, and protection against unreasonable seizures, government transparency and the rule of law. In addition to democratic values, US citizens appear to give some importance to other values such as wealth, individualism, and morality. Although some of these values are enshrined in the constitutional marble, they vary in time according to the American people’s preferences and their expression through the US political system. For example, public support for security measures limiting civil liberties initially increased after the 9/11 attacks, and then gradually decreased. Since attachment to particular values changes, so does the relation of these values to national security. In other words, intelligence services defend a set of values that are subject to alteration over time. Consequently, democratic intelligence accountability may be prone to instability. For example, when faced with a severe threat, a nation may favour security in relative terms over other values. When trying to adjust security goals and democracy, accountability holders

---

134 Foley, American Credo, pp. 37-72, 154-74.
face a key conceptual tension between effectiveness or the capability of ensuring national security, and liberal democratic standards of behaviour. Robert Jervis argues that ‘tensions between intelligence and democracy can never be entirely resolved’. A more optimistic view holds that these tensions are not always resolved in an optimal way.

**Effectiveness and liberal democratic values**

The quality of intelligence services depends upon a complicated relationship between effectiveness and liberal democratic values. This relationship comes down to the dialectic of means and ends and is spelled out in the following question: to what extent can a democracy maintain effective intelligence services without threatening democracy itself? In a democratic system of intelligence accountability, this question is central to the work of any intelligence accountability holder. In addition to safeguarding democracy and maintaining effective intelligence services, finding the right trade-off helps disseminating a positive image of the country abroad and its moral and political leadership – an element that can, at times, be part of the national interest.

Policy-makers, managers and intelligence officers are under pressure to make the most effective use of their limited time and resources to ensure national security. Such pressures can foster a tendency to demand results and use questionable means such as ‘enhanced interrogation techniques’ to maintain national security. In turn, careless decision paths or the absence of clear direction can lead to wrongdoing such as the abuse of power (the use of torture) and misuse of power, such as carrying out one’s mission improperly or irresponsibly and using public authority for private interests. In most cases, these problematic situations result from the violation or the distortion of a delegation of public authority. In turn, abuses and misuses of powers can jeopardise both the effectiveness of intelligence activities and liberal democracy. For example, the requirements decision-makers impose on intelligence agencies can threaten the independence and the quality of intelligence activities. This was the case when former Representative Randy Cunningham (R-TX) received bribes.


from a company and used his position to earmark DOD contracts to this company in exchange.\textsuperscript{140} In this case, public money was invested in questionable programmes and the rule of law was broken.

Since the establishment of the US national security state in 1947, a process of legalisation of intelligence activities has aimed to ensure that they are viewed as justifiable and fair.\textsuperscript{141} The rule of law establishes the framework under which intelligence actors’ authorities and responsibilities are defined. This doctrine is crucial because it distinguishes intelligence officers from law-breakers.\textsuperscript{142} In practice, the significance various intelligence accountability holders and holdees give to legality when compared to effectiveness is decisive. Evidence proves that legality does not always guarantee respect for people. During the presidency of George W. Bush ‘enhanced interrogation techniques’ such as waterboarding could be conducted lawfully by the CIA.\textsuperscript{143} In addition, the sustainability of legality as a standard of reference depends on its application through daily monitoring.\textsuperscript{144} Legality is therefore a necessary but sometimes insufficient standard to ensure respect for liberal democratic values. When the desire to gather information is too strong, the law or indeed human rights may not always remain a part of the equation. Ultimately, the application of legality in order to support liberal democratic values depends on the willingness of the accountability holders.\textsuperscript{145} A reliable system of intelligence accountability maintains a complete and correct understanding of, and adherence to liberal democratic values, thanks to continuous education and training programmes.\textsuperscript{146} Eventually, even in the best imaginable system of intelligence accountability, and even when no abuses or misuses of power are committed, tensions between effective national security and liberal democratic values come forth, more particularly in two areas that are central to what intelligence services do: secrecy and special powers.

\textsuperscript{140} For a summary of this case, see: Tim Shorrock, Spies for Hire Spies for Hire. The Secret World of Intelligence Outsourcing (New York: Simon and Schuster 2008) pp. 375-6.
\textsuperscript{142} Born and Leigh, Making Intelligence Accountable, p.17.
\textsuperscript{144} Johnson, ‘Balancing Liberty and Security’, p.70; Schwarz, ‘The Church Committee and a New Era of Intelligence Oversight’, p.285; Gill and Phythian, Intelligence in an Insecure World, p.152.
\textsuperscript{145} Gill, ‘Security Intelligence and Human Rights’, p.89.
\textsuperscript{146} Ford, ‘Intelligence Demands in a Democratic State’, p.772.
Secrecy and transparency

Intelligence has traditionally been shrouded in secrecy. Hans Born and Ian Leigh relate the essence of intelligence democratic accountability to the paradox of defending an open society by secret means. Secrecy is essential to national security because it protects intelligence sources and methods. That is to say, secrecy preserves informational advantages such as the origins and content of a piece of information, and the officers, agents or informants working for the intelligence community. Concretely, secrecy is achieved by a vetting system and the classification of sensitive information in a series of compartments. In this system, duly vetted individuals are allowed to access the compartments containing the information they need to know. This arrangement minimises the circulation of knowledge and protects governments and their intelligence agencies against unwarranted intrusion. The application of secrecy can only be decided on a case-by-case basis since the need to know and the access to information it grants, always depends on the issue at stake.

In this context, Abram Shulsky recommends striking a balance between ‘the danger of widening the circle of those with access to the information and the benefit derived from the increased capability of the intelligence agencies' political superiors to control their work’.

However secrecy is a double-edge sword. Poor dissemination of crucial bits of information can prevent the IC to ‘connect the dots’ and anticipate impending threats to national security. Experts have argued that such a failure was at the basis of the 9/11 attacks. A smooth flow of information is also crucial to democratic intelligence accountability. Secrecy can jeopardise key intelligence accountability holders’ access to relevant information and hamper public scrutiny. This is problematic because, as an expert on government transparency puts it, ‘the free flow of information to interested members of the public is a prerequisite to their participation in the deliberative process and to their ability

147 Born and Leigh, Making Intelligence Accountable, p.16.
148 US Code, Title 50, Section 403-1 (i), Protection of intelligence sources and methods (2012).
149 For an example of abusive dissemination of information threatening the life of an intelligence officer, see: Valerie Plame, Fair Game: My Life as a Spy, My Betrayal by the White House (New York: Simon & Schuster 2007) passim.
150 Betts, Enemies of Intelligence, p.159; Müller-Wille, ‘Intelligence and Democratic Accountability’, p.495.
151 Shulsky, Silent Warfare, p.132.
153 See for example: Müller-Wille, ‘Intelligence and Democratic Accountability’, p.495.
to hold elected officials accountable’. In turn, when public authorities do not communicate enough to the public, society can lose its confidence in government. Dana Priest and William Arkin, two experienced investigative journalists specialised on national security affairs, argue that ‘the more a nation comes to rely on secrecy to maintain its form of government and its relations with other countries, the more vulnerable it is to political turmoil once those secrets are revealed’. The US intelligence community is notorious for having developed an excessive sense of ownership over intelligence information. This situation has led to systematic over-classification. Gill and Phythian refer to a ‘security fetishism’ to convey the sense that secrecy may sometimes be pursued for its own sake. In turn, the excessive pursuit of secrecy can limit the knowledge of both intelligence producers and consumers, and foster inefficiencies, for example in the form of unnecessary redundancies.

In the worst cases, secrecy can facilitate abuses by covering wrongdoing. Although secrecy is not a necessary condition for wrongdoings to occur, the cover it offers to intelligence agencies is problematic given the tumultuous history of the US intelligence community. This problem is particularly prominent in the case of covert actions. One of the central features of covert action is plausible deniability, that is to say, senior officials’ ability to credibly deny involvement in covert activities. Plausible deniability allows governments to benefit from a third option, between war and diplomacy. However, this principle has also allowed senior officials to keep their people uninformed of some of their most controversial activities such as paramilitary operations aiming to assassinate foreign leaders.

Special powers, civil liberties and human rights

When protecting national security, intelligence agencies also make use of special powers such as the conduct of surveillance and the tapping of telecommunication. These powers are special (and worrying) because they allow intelligence agencies to violate civil liberties

157 Priest and Arkin, Top Secret America, p.266.
159 Gill and Phythian, Intelligence in an Insecure World, p.149.
160 See for example: Priest and Arkin, Top Secret America, p.85.
161 Gill and Phythian, Intelligence in an Insecure World, p.160; Schwarz, ‘The Church Committee and a New Era of Intelligence Oversight’, p.292.
164 For a list of these special powers, see: Born and Leigh, Making Intelligence Accountable, p.37.
and human rights. They constitute derogations that are only applicable to these agencies as an extraordinary domain of government. In accordance with the adage holding that extraordinary circumstances require extraordinary powers, the use of these powers is supposed to constitute a temporary restriction to the rights of a few, accepted in the pursuit of a greater societal interest or national security. Special powers are principally concentrated in two types of intelligence activities: intelligence collection and covert action. Surveillance, a form of intelligence collection, inherently impinges upon individual privacy (the right to personal secrecy) and freedoms. In the US, freedoms are constitutional standards. The First and the Fourth Amendments to the US Constitution guarantee the freedom of speech, the freedom of the press, the right to peaceably assemble, and guard against unreasonable searches and seizures. The tension between these freedoms and the activities of the federal government gave birth to political debates early in the history of the US Republic, for example when Congress debated and passed the Alien and Sedition Acts of 1798. With hindsight, Richard Betts remarks that the US Constitution and existing legislation are ambiguous. This ambiguity is positive because it means that the Constitution is flexible enough to adapt to the evolutions of society. However, vagueness also provides for abuses in other circumstances. In the aftermath of the Second World War, the covert activities carried out by the FBI on US territory clearly threatened political freedoms at home. For example, the Bureau designed covert political actions aiming to damage and divide political groups considered to be subversive such as American Indians, black nationalists, and student leftist groups. Furthermore, an internal CIA report compiled in the aftermath of the Watergate scandal, and nicknamed ‘the family jewels’, details 25 years of the Agency’s misdeeds.

168 Lowenthal, Intelligence. From Secrets to Policy, p.216
169 Betts, Enemies of Intelligence, p.160.
Among other revelations, the report provides evidence that the CIA was engaged in the surveillance of US journalists and US citizens involved in the anti-war movement.\textsuperscript{172} When they are made public, such activities have a more indirect ‘chilling effect’ on society in the sense that a simple awareness of the existence of surveillance might restrain social activism and free expression.\textsuperscript{173}

\textbf{A zero-sum game?}

The challenging relationship between national security and democracy is referred to by many experts as a balance or even a dilemma.\textsuperscript{174} The claim that there is a balance between national security and democracy suggests a situation of zero-sum game\textsuperscript{175} in which more respect for democratic values would impair effective security policies and vice versa.\textsuperscript{176} This argument is problematic because it suggests the relationship between democracy and security is totally quantifiable. Moreover, the idea of a balance - in the sense of zero-sum situation - evokes the existence of a debate between those in favour of democracy, liberties and transparency and those in favour of security.\textsuperscript{177} This notion does not apply to all the situations since more security does not always bring less democracy and vice versa. In some cases there is no zero-sum situation at all. Nicholas Dujmovic, a CIA historian, argues that intelligence activities can both further national security and respect democratic values because ‘there is no necessary contradiction between democracy and pluralism on the one hand and the secret collection and evaluation of information, along with the necessary use of covert means to effect a just foreign policy, on the other’.\textsuperscript{178} Nevertheless, an intelligence agency using extreme methods can both threaten national security and disregard liberal democratic values.


\textsuperscript{173}Shulsky, \textit{Silent Warfare}, p.152.
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In the case of harsh interrogation techniques, public knowledge of their use can damage national security at the strategic level. For example, techniques involving human rights abuses can impact negatively on the battle for hearts and minds in a counter-insurgency campaign.\textsuperscript{179} At a more abstract level, liberties define the democratic order and are therefore an essential part of its security in the sense of its subsistence.\textsuperscript{180} The torture of foreign citizens in another country does not harm human rights at home, but it aims to increase national security while decreasing the rights of individuals and therefore erodes public attachment to democratic values. Benjamin Franklin famously said: ‘If we surrender our liberty in the name of security, we shall have neither’.\textsuperscript{181} Accordingly, mechanisms of democratic accountability constitute key institutional assets in the pursuit of national security.\textsuperscript{182} In fact, the restraint these mechanisms offer may even contribute to the effectiveness of intelligence services by focusing security policies on vital and reasonable tasks. The Church committee argued in 1975 that intelligence gathering on the anti-war movement in the 1960s and 1970s loosened the focus of the intelligence community and made it less effective.\textsuperscript{183} Furthermore, intelligence accountability protects intelligence agencies’ integrity, which is essential to ensure public confidence and a sound accountability relationship between the people and the institutions of government.\textsuperscript{184}

In some cases, the requirements of a democratic system of intelligence accountability may impact negatively on the capabilities and resources of intelligence agencies. Gill and Phythian emphasise that in the short run procedural requirements protecting privacy reduce the ability to conduct surveillance. Betts also argues that in a situation of uncertainty it is preferable to ‘err in the direction of saving lives than of maximizing privacy’.\textsuperscript{185} For instance, the administration of George W. Bush decided to overlook traditional FISA requirements because it considered they contravened the ‘speed and agility’ of an NSA surveillance
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\textsuperscript{182} See for example: Lustgarten and Leigh, In from the Cold, pp. 3-35; Ott, ‘Partisanship and the Decline of Intelligence Oversight’, p.70.
\textsuperscript{183} US Senate, Select Committee to Study Governmental Operations with Respect to Intelligence Activities, Book II, pp. 205-6.
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\textsuperscript{185} Betts, Enemies of Intelligence, p.169.
programme.\textsuperscript{186} This measure was condemned by many experts and activists.\textsuperscript{187} As a former CIA lawyer puts it: ‘one person’s problem may be another person’s oversight’.\textsuperscript{188} Gill and Phythian maintain that the equation between operational effectiveness and liberal democratic values should take into account the long term.\textsuperscript{189} Over time, states cannot achieve democratic legitimacy unless they consistently respect human rights and freedoms. A way to reconcile both timescales is to consider that some measures are necessary in the short term to support democracy in the long term. For example, Gill points out that more intrusive information gathering today may well prevent even more intrusive gathering in the future.\textsuperscript{190} Both Betts and Gill develop the metaphor of a pendulum swinging between intelligence abuses leading to overreactions by the accountability holders such as micromanagement and intelligence failures initiating a shift in emphasis from democratic propriety to effectiveness.\textsuperscript{191} According to Betts, an extra-legal policy established in time of panic is deemed to be rejected when the situation of emergency will subside.\textsuperscript{192} Anne Joseph O’Connell suggests that in the case of intelligence failures too much transparency ‘may sometimes produce public anxiety that can lead to support for constraints on civil liberties’.\textsuperscript{193} In turn, Betts argues that both intelligence officers and accountability holders should strike a balance to avoid overreactions.\textsuperscript{194} However, the history of US intelligence suggests that when threats are considered to be imminent, overreactions are difficult to avoid.

Security, when it is excessive, can destroy what it aims to protect, democracy.\textsuperscript{195} Likewise, excessive oversight or micromanagement can create friction or even prevent
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intelligence services to focus on and ultimately achieve their missions.\textsuperscript{196} However such situations do not necessarily occur. Two former intelligence officers conclude that intelligence accountability ‘in and of itself is neither good nor bad. It can be very good if it helps (provide resources, technical solutions and advice, ideas, etc.), but it can really be bad if the overseers have agendas of their own that work against the success of programs.’\textsuperscript{197} In the 1990s, the CIA - not the typical proponent of intelligence oversight - awarded the Agency Seal Medallion to Senator Daniel Patrick Moynihan (D-NY), a former chairman of the SSCI. Senator Moynihan received this award for having demonstrated ‘that effective oversight of intelligence can be realized in a democratic nation without risk to the intelligence process’\textsuperscript{198} In other words, the CIA itself has recognised that the intelligence process is not necessarily hampered by intelligence oversight.

In practice, the relation between democracy and security is constantly and unevenly redefined according to particular contexts and missions.\textsuperscript{199} Accountability holders must rely on proportionality and necessity to make their decisions.\textsuperscript{200} In other words, they can consider whether the means (mostly collection techniques) that are deployed, are necessary and proportionate to the particular objectives (the scope and the nature of the security threat to be defused) of a mission.\textsuperscript{201} In the case of surveillance, intelligence accountability holders must assess the proportionality between the benefits of increased knowledge against the costs of how it might have been acquired.\textsuperscript{202} In this context, Michael Herman suggests that the most harmful methods should require the greatest justification or a severe and imminent threat.\textsuperscript{203} Similarly, Betts looks at the potential impact of intelligence methods and argues for a specification and prioritisation of rights.\textsuperscript{204} In other words, the right to freedom from imprisonment without trial is more important than the right of privacy.\textsuperscript{205} In addition, the principle of proportionality is particularly relevant because it provides a customisable way for each intelligence accountability holder to relate his/her own interpretation of national security imperatives to his/her own attachment to liberal democracy.
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Intelligence accountability as a process

Intelligence accountability is best understood as a process. At the most basic level, the accountability process encompasses the following phases: the occurrence of a problem, reaction/responses from accountability holders, and specific outcomes. Even though the lines between these different phases are often blurred in practice, this conceptual framework is particularly useful because it allows accounting for partial contributions to intelligence accountability and shows how multiple actors can get involved at different levels in the accountability process.

The occurrence of an accountability problem

In order for accountability to occur between a holder and a holdee, a series of conditions needs to be fulfilled. When one of them is not fulfilled, usually as a result of new developments in the practice of intelligence or on the political arena, an accountability problem emerges. Mark Bovens points out three conditions necessary to achieve effective accountability: the accountability holder’s access to relevant information, the existence of standards, and the availability of sanctions. Based on available information, the accountability holder makes reference to standards to judge the accountability holdee’s conduct and apply (or not) available sanctions. According to the situation, each accountability
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holder has a different access to relevant information, adopts a specific position regarding particular standards, and holds enough authority to enforce his or her position.

In order to access relevant information, accountability holders need human and financial resources, but also the appropriate legal authority or need to know and the holdees’ cooperation. When this access is secured, holders can take a position regarding the trade-off between national security and liberal democratic values. In turn, this position reflects their place in the US system of intelligence accountability and their preference at a certain point in time. In some cases, accountability holders may have very little leeway. Their position within the bureaucracy and existing legal standards may force them to take action or accept a situation they would personally disagree with. Behind the law and the bureaucracy, accountability holders make value judgments leading to decisions about the trade-off between security and democracy. Their decisions can favour security over liberties, or vice versa, as well as furthering or (unintentionally) lowering both the level of liberties and security. In the US, there is a legal standard that hold that intelligence agencies cannot spy on US citizens. However, particularly high levels of threats can encourage senior government officials to engage in domestic spying even if they know such a programme would threaten civil liberties and risks being deemed illegal in the eyes of other accountability holdees and holders. This was apparently the case of the warrantless wiretap programme pursued by the administration of George W. Bush in the aftermath of the 9/11 attacks.210 In other cases, new intelligence practices may occur in an under-regulated context. When such regulatory gaps appear, the significance and impact of the moral and political standards followed by accountability holders is more apparent. In other cases, well-established accountability activities or procedures get distorted because of some accountability holders’ preferences. For example, intelligence authorisations have failed to pass because accountability holders prioritised party politics over their oversight duty.211 Eventually, when accountability holders have been able to access relevant information and refer to some standards, they can decide to threaten to use or make actual use of their authority to sanction holdees or rectify a problematic situation. In all cases, the application of sanctions or rectifications will depend on the accountability holders’ willingness and legal authority.

The awareness of a problem: what triggers reactions and responses?

The literature on intelligence accountability often takes the emergence of a problem as a point of reference to make the distinction between *ex-ante* and *ex-post* oversight. This distinction is derived from Mathew McCubbins and Thomas Schwartz’s seminal study of congressional oversight in which they emphasise the distinction between two ideal-typical forms of oversight: ‘police-patrol’ and ‘fire-alarm’. On the one side, police-patrol oversight is described as ‘centralized, active and direct’. The two authors note: ‘at its own initiative, Congress examines a sample of executive-agency activities, with the aim of detecting and remedying any violations of legislative goals and, by its surveillance, discouraging such violations’. On the other side, fire-alarm oversight is:

less centralized and involves less active and direct intervention [...] Congress establishes a system of rules, procedures, and informal practices that enable individual citizens and organized interest groups to examine administrative decisions (sometimes in prospect), to charge executive agencies with violating congressional goals, and to seek remedies from agencies, courts, and Congress itself.\(^{212}\)

Based on this model, Schwartz and McCubbins assert that Congress prefers fire-alarms over police-patrolling.\(^ {213}\) This approach has been subject to various applications and criticisms in the literature on intelligence accountability.\(^ {214}\) The model is not always useful and often leads to the same conclusion: congressional oversight of intelligence is mostly reactive.\(^ {215}\) In addition, a survey of the relevant literature reveals the difficulty in determining the occurrence of *ex-ante* and *ex-post* accountability.\(^ {216}\) Measures of police-patrol usually rely on legislative productivity, in particular, authorising legislation and hearing activity. However, in practice, these factors often, if not always, occur in reply to some incident or stimulus. Moreover, Schwarz and McCubbins’ model does not give enough attention to the executive control of intelligence, and for these reasons, their distinction will not be central to the thesis. Instead, this thesis considers that accountability actions are always triggered by some form of stimulus and explores accountability holders’ reactions to learn about their sensitivity to
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different types of trigger. This focus allows avoiding the challenge of measuring anticipatory oversight as far as it exists. Amy Zegart has pointed out how this kind of oversight is difficult to track when she noted that ‘from the outside, it looks like no oversight at all’.\(^{217}\) Ruth Grant and Robert Keohane wonder whether the concept of accountability itself overlooks the importance of mechanisms such as deliberation or participation and find that the mere existence of an accountability system exerts *ex-ante* effects through deterrence.\(^{218}\) In other words, the existence of accountability mechanisms sanctioning wrongdoings after they occur, acts as an incentive for potential troublemakers not to misbehave. This thesis adopts a similar perspective and puts an emphasis on the political context in which incidents occur to reflect *ex-ante* deliberations as much as possible.

The question of what stimuli trigger intelligence accountability is crucial to further understanding of accountability holders’ willingness to take their responsibility. In this context, an accountability holder may be aware of a problem but not willing to invest the capital necessary to get informed and take action. Accountability holders’ reaction or absence of reaction to some problems is related to the strength of triggers. A ‘light trigger’ generates few reactions or a limited degree of accountability activity, involving a few actors (mostly in the concerned agency) and constrained rectifications. A ‘heavy trigger’ or scandal generates several public reactions as well as a more extensive accountability activity, involving many stakeholders with a longer and more in-depth investigative phase. It may draw wider attention - involving public debate, official statements, media coverage, and congressional hearings - to broader accountability gaps.\(^{219}\) This pattern captures well how intelligence accountability activities can escalate from a limited to a more intensive level. The key difference between light and heavy triggers is the involvement of media and interest groups who bring issues to the attention of the society. This model therefore emphasises the role of public awareness of an incident in forcing key intelligence accountability holders - those with the power to regulate, or the executive and legislative branches of government - to take actions in order to maintain sufficient level of public confidence in their office, and more broadly in the institutions of government.

\(^{217}\) Zegart, ‘The Domestic Politics of Irrational Intelligence Oversight’, p.5.


\(^{219}\) These expectations fit relatively well Johnson’s shock theory. See: Johnson, ‘A shock theory of congressional accountability for intelligence’, pp. 343-60.
Decision and outcome

In an ideal context the recognition of a problem should provoke information gathering and sharing between accountability holders and holdees. In the best scenario the accountability holder will provide solutions to palliate apparent regulatory gaps or distortions of the accountability system.\footnote{Clark, The Architecture of Accountability*, pp. 356-7.} In practice, depending on how strong accountability triggers are and how well the conditions for accountability have been fulfilled, accountability holders will or will not take decisions. In the case a decision is taken, based on the type of problem at hand, the accountability holder’s position within the system, its preferences and authorities, the accountability holder will take action, that is to say: sanction the holdee, regulate on the accountability problem, or reform accountability procedures. Accountability holders’ decisions can lead to three types of outcomes. First, in the best scenario, appropriate decisions are implemented, and lead to a sustainable outcome - the problem is solved. Second, some appropriate decisions are taken and implemented, but they do not solve the accountability problem. For example, decisions could solve only some parts of the problem by providing better access to information or they could only solve the problem temporarily. Third, the accountability decision creates new accountability problems. At this stage, stakeholders who are not satisfied with the outcome may want to reconsider the situation and support the adoption of new measures. The accountability process will start again. Finally, the model of intelligence accountability as a process and its application are best summarised graphically (below).
Figure 3 - Model of intelligence accountability as a process

**ACCOUNTABILITY HOLDERS ↔ ACCOUNTABILITY HOLDEES**

**CONDITIONS**
for accountability to occur
- Holder’s access to holdee’s information
- Existence of adequate standards (legal, political, moral)
- Availability and adequate use of sanctions

**ACCOUNTABILITY PROBLEM**
Condition unfulfilled

**DECISION**
- Do nothing
- Punish/Reward
- Regulate
- Reform the system

**Accountability holder’s AWARENESS**
- Light trigger
- Heavy trigger
& REACTION

**OUTCOME**
- Problem solved → Sustainable outcome
- Problem remains
- New problem emerges from decision

**NEGATIVE OUTCOME**
### Evaluation criteria vs. Indicators

<table>
<thead>
<tr>
<th>Evaluation criteria</th>
<th>Indicators</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>ACCOUNTABILITY PROBLEM</strong></td>
<td></td>
</tr>
</tbody>
</table>
| Existence of appropriate    | - Executive and legislative decisions and language  
| standards                   | - Existing Law and its application through court decisions  
|                             | - Secondary Literature (academia and media)                                                    |
| Full and timely access to   | - Legal authority  
| information                 | - Informal relations                                                                             |
| Availability / Use of       | - Relevant law and regulations  
| sanctions or regulation     | - Capabilities (specialised staff and structure)                                                 |
| **AWARENESS**               |                                                                                                |
| Light trigger               | **Occasional reactions:**  
|                             | - Mentions in (internal) executive reports  
|                             | - Mentions in congressional language                                                           |
| Heavy trigger               | **Sustained reactions:**  
|                             | - Executive reports  
|                             | - Repeated expressions of legislative interest  
|                             | - Judiciary/prosecutions  
|                             | - Sustained public interest (media coverage and public interest groups)                         |
| **DECISION**                |                                                                                                |
| Do Nothing                  | - Absence of Executive, Legislative measures  
|                             | - Absence of prosecution and indictment                                                         |
| Punish/Reward               | - Executive decision (contract debarment, fine, new contract)  
|                             | - Legislative decision (logrolling, stop funding of a particular programme/ continue programme, expression of support)  
|                             | - Judiciary decision                                                                            |
| Regulate                    | - Executive and/or legislative decision (new regulation or law) targeting the accountability problem |
| Reform                      | - Executive and/or legislative decision targeting the accountability system                     |
| **OUTCOME**                 |                                                                                                |
| No more problem (relating  | - Relevant decisions  
| to the issue)               | - Sustained period of time without any incident                                                  |
| Persisting / New problem    | - Persisting incidents (news reports)  
|                             | - Persisting concern from key accountability holders (statements, reports)                      |
Conclusion

This chapter considered intelligence accountability in the light of three main conceptual lenses focusing on the institutions, the essence and the process of intelligence accountability. Each of these approaches highlights a series of factors that are relevant to the study of intelligence accountability in the US. In the US Republic, democracy is organised around a series of separate institutions that share power. Consequently, the US system of intelligence accountability is characterised by a variety of stakeholders and procedures. All of these actors face a similar trade-off between national security and liberal democratic values. However, according to their situation and preferences at a certain point in time, accountability holders adopt different positions regarding this trade-off. In turn, national security and liberal democratic values can oppose each other, particularly when secrecy hinders transparency and when intelligence agencies’ special powers threaten civil liberties and human rights. However, such conflicts do not always necessary occur. In some situations, the attitudes of accountability holders’ and their holdees can harm or improve both national security and liberal democratic values at the same time.

The accountability relationship between the accountability holder and the holdee is approached as a process which is divided in three phases: the occurrence of a problem, reactions/responses from the accountability holders, and specific outcomes. An accountability problem occurs when one or more of the three following conditions are not fulfilled. First, the accountability holder needs to have access to relevant information about the holdee’s activities. Second, the holder needs to refer to adequate and appropriate standards. Third, the holder needs to be able and willing to take the necessary decision (punish/reward, regulate, or reform). When these conditions are not fulfilled, incidents sometimes occur and trigger the accountability holder’s awareness. The chapter develops a distinction between light and heavy trigger which emphasises the role media and interest groups can play in publicising accountability problems and forcing key accountability holders to react and respond. Finally reaction and responses lead to a specific outcome that can redefine the accountability relationship.

The history of intelligence accountability suggests that periods of sustained oversight and scrutiny, do not always prevent transgressions. The conclusion that intelligence failures are inevitable can be extended to intelligence accountability, and invites

---

222 See: Betts, Enemies of Intelligence, pp. 19-20. See also Hulnick, Fixing the Spy Machine, p.2.
intelligence accountability stakeholders to review their expectations in the light of the capabilities of intelligence agencies and the system of accountability that applies to them in a given country at a specific point in time. In this context, focusing on recent developments in a specific country can further academic understanding of intelligence accountability.